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WEB SECURITY-INFORMATION SECURITY MANAGEMENT 

TRAINING 
Course Description: 
Information security management as it applies to information systems analysis, design, and 

operations. Managing information assets and the security infrastructure. Emphasis on 

managing security-related risk, as well as the process of developing, implementing, and 

maintaining organizational policies, standards, procedures, and guidelines. Identifying and 

evaluating information assets, threats, and vulnerabilities. Quantitative and qualitative 

cybersecurity risk analysis, risk mitigation, residual risk, and risk treatment.  

S/N DAY 1:  Overview of Information 
Security 

 

DAY2: Information Security 
for Server Systems 

 

DAY 3: Security Risk 
management as an 

organization 

1 • What is Information 

Security? 

• Examples of Information 

Security Incidents 

• What is Information 

Security Management? 

• Human Aspect of 

Information Security 

• Social Engineering 

 

• Attacks for Personal 

Computers and Smartphones 

and countermeasure 

• Information Security Risk 

Management 

• What is Risk Management 

process? 

• Identifying Information Assets 

• Identifying Security Risk and 

evaluation 

• Risk Treatment 

• Information Security 

Governance 

• Information Security 

Management System 

(ISMS) 

• Information Security 

Policy, Standards and 

Procedures 

• Information Security 

Evaluation 

• Security Incident 

Response 

 

TRAINING WEEK 2 

2 1. Cybersecurity risk as a business risk 
2. Identifying the threats to an organization 
3. Identifying important business systems and assets 
4. The crucial role of leadership in managing cyber risk 
5. Understanding your technology 
6. Cyber risk and the law 
7. Incident response and accountability 
8. Designing and implementing a mitigation strategy 

 

TRAINING FEES: #250,000.00 (THREE HUNDRED &FIFTY THOUSAND NAIRA ONLY) 
 

All payments are to be made directly into the company’s account number and proof of payment sent to 
admin@fasa-international.org, Tel +234(0)8182101088, +234(0)7025284601  
ACCOUNT DETAILS: 

Account Name: Future-Based and Search Agent Int’l Ltd 

Account Number (NGN): 0037380349 

Account Number (DOLLAR ACCOUNT): 0037380363 

Bank:   Stanbic IBTC Bank Plc 
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